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Einfache Anfrage
«Einfithrung M365 und Datenschutz sowie digitale Souveréanitat»

Der Regierungsrat hat die Einfihrung von Microsoft 365 (M365) in der kantonalen Ver-
waltung beschlossen. Dies ist ein weitreichender, strategischer Entscheid. Angesichts
der erheblichen datenschutzrechtlichen Bedenken im Zusammenhang mit dem US
Cloud Act und der Speicherung von kantonalen Daten durch auslandisch gesteuerte Big
Techs (Technologie-Grosskonzerne), sehen wir die digitale Souveréanitat und die lang-
fristige Unabhangigkeit des Kantons gefahrdet.

Die Datenschutzkonferenz der Schweiz — privatim — hat am 24. November 2025 eine
wegweisende Resolution verdffentlicht, in der sie den Einsatz internationaler SaaS-
Dienste wie Microsoft 365 durch Behérden als in der Regel unzuldssig einstuft, sofern
besonders schiitzenswerte oder geheimhaltungspflichtige Personendaten betroffen
sind.

Wir bitten den Regierungsrat um die Beantwortung folgender Fragen, um die Sicherheit
und die strategische Tragweite des Entscheids im Grossen Rat beurteilen zu kénnen:

1. Entscheidungsgrundlage/Rechtsgrundlage und Cloud Act: Auf welcher Grundlage
hat der Regierungsrat die Einfihrung von Microsoft 365 beschlossen und damit
die Sicherheit erlangt, dass die Einflihrung von M365 mit Blick auf den US Cloud
Act und das Thurgauer Datenschutzgesetz (TG DSG) vollstandig vereinbar ist?
(Falls vorhanden, bitte Gutachten beilegen).

2. Datenklassifizierung und -speicherung: Welche speziellen Kategorien von Daten
(z.B. Personaldossiers, Sozialdaten, Steuerdaten oder Daten der Fiihrungsstabe)
werden explizit vom Einsatz in den M365-Cloud-Diensten ausgeschlossen?

3. Zugriffskontrolle und Verschliisselung: Welche technischen, organisatorischen und
vertraglichen Massnahmen werden ergriffen (z.B. Verschlisselung mit vom Kan-
ton selbst verwalteten Schliisseln), um zu verhindern, dass Microsoft oder US-Be-
hérden unverschlisselten Zugriff auf kritische Daten des Kantons erhalten? (Bitte
insbesondere Angaben zum Datenstandort, zur Verschlisselung, zu Zugriffsbe-
rechtigungen sowie vor allem dazu, wie sichergestellt wird, dass die Weisung —
keine vertraulichen bzw. besonders schiitzenswerten Daten in der Cloud zu spei-
chern — von den Mitarbeitenden konsequent eingehalten wird.)

4. Kosten und Alternativen (Vendor Lock-in): Wurde eine umfassende Kosten-Nut-
zen-Analyse unter Berticksichtigung der Gesamtbetriebskosten (TCO) liber finf



Jahre im Vergleich zu datenschutzkonformen Open-Source-Alternativen, Schwei-
zer Cloud Lésungen oder On-Premises-Lésungen durchgefiihrt, um die langfris-
tige Abhangigkeit (Vendor Lock-in) vom Anbieter zu minimieren?

5. Rechtliche Liicke und Souveranitatsauftrag: Der Regierungsrat hat den Entscheid
im Rahmen seiner Exekutivkompetenz gefasst. Welche konkrete Verordnung oder
gesetzliche Grundlage musste der Grosse Rat erlassen oder anpassen, um die
Auslagerung von besonders schitzenswerten Personendaten und Daten der kan-
tonalen Fuihrung (vgl. Frage 2) an Cloud-Dienste, die auslandischen Gesetzge-
bungen wie dem US Cloud Act unterliegen, rechtsverbindlich zu verbieten oder
zwingend an die Voraussetzung der uneingeschréankten Datensouveréanitét zu
knipfen?

Wir danken dem Regierungsrat fiir die Beantwortung unserer Fragen.
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